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FIGURE 1—RESPONDENT DEMOGRAPHICS
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FIGURE 2—INDUSTRIES REPRESENTED
Please indicate your organization’s primary industry.
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In the next year, do you see the demand for the following cybersecurity position levels increasing, decreasing or remaining 
the same?
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FIGURE 10—FUTURE HIRING DEMAND
In the next year, do you see the demand for the following cybersecurity position levels increasing, decreasing or 
remaining the same?

FIGURE 11—HIRING DEMAND TRENDING (2018-2022)
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FIGURE 37—CYBERRISK ASSESSMENT (2021-2022)
How often is a cyberrisk assessment performed on your organization?
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FIGURE 38—CYBERMATURITY ASSESSMENT
Does your organization currently assess its cybermaturity?

21%

66%

13%

 Yes  Don’t know No

0% 10% 20% 30% 40% 50% 60% 70% 80% 90% 100%

Yes

No

Don’t know 13%

21%

66%














